
CANADIAN ADDENDUM TO BAXTER GLOBAL PRIVACY POLICY 

Pursuant to Article 11.0 of the Baxter Global Privacy Policy, this addendum adopts country specific 
privacy policy provisions to reflect the privacy laws that apply to Baxter in Canada.   

D. POLICY 

1.0 Management 

Within Canada, the applicable legislation includes the Personal Information Protection and Electronic 
Documents Act (“PIPEDA”), the Alberta Personal Information Protection Act, the British Columbia 
Personal Information Protection Act, the Alberta Health Information Act, the Saskatchewan Health 
Information Protection Act, the Manitoba Personal Health Information Act, the Ontario Personal 
Health Information Protection Act, An Act Respecting the Protection of Personal Information in the 
Private Sector (Quebec), the New Brunswick Personal Health Information Privacy and Access Act, 
and the Newfoundland and Labrador Personal Health Information Act.  As well, each of the provinces 
and territories has public sector privacy legislation that may govern public health care facilities, health 
authorities and hospitals that may be applicable.  Baxter complies with this framework of privacy 
legislation in its interaction and communication with patients, health care professionals, employees and 
others, to the extent the legislation is applicable. 

2.0 Notice 

In Canada, Baxter collects, uses and discloses personal information for the following purposes:  

• To confirm identity; 
• To confirm the individual’s health needs; 
• To determine the suitability of Baxter’s products and health services; 
• To set up, manage and offer Baxter’s products and health services; 
• To provide ongoing service, and to ensure timely and accurate delivery; 
• To provide equipment support; 
• To obtain payment for products and health services; 
• To assist in keeping patient health records current and accurate; 
• To conduct research; 
• To satisfy legal and regulatory requirements including responding to a court order, search warrant or 

other demand or request that Baxter believes to be valid, or to comply with the rules of production 
of a court; 

• To prevent, detect or limit fraud (including abuse of health service) or criminal activity, or to 
manage and settle any actual or potential loss in connection with fraud or criminal activity. 

3.0 Choice and Consent 

Individuals may withdraw consent for identified purposes, subject to legal and contractual restrictions 
and reasonable notice. 

6.0 Access 

In Canada, individuals may make access or correction requests by directing the requests to the 
following: 
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Local Privacy Officer 
Baxter Corporation 
7125 Mississauga Road 
Mississauga, Ontario   L5N 0C2 
905 368-6000 / 1 800 387-8399 

Depending on the applicable privacy legislation, there are exceptions that allow Baxter to exercise 
discretion not to provide access to personal information or require Baxter to deny access to personal 
information.  Where Baxter is not able to give access to the personal information, Baxter will provide 
an explanation as to the reasons under the applicable privacy legislation. 

7.0 Disclosure and Onward Transfer 

Some of the organizations or entities to which Baxter discloses your personal information are located 
outside of Canada.  Individuals may obtain access to written information about our policies and 
practices with respect to the use of service providers to Baxter outside of Canada by contacting Baxter 
Canada’s Local Privacy officer at the above address or phone number.  Where personal information is 
located outside of Canada, it may be subject to lawful access requirements of the country in which the 
personal information is being stored. 

13.0 Exceptions 

Baxter may collect, use or disclose personal information without consent in Canada as allowed or 
required by applicable privacy legislation. 

14.0 Ownership and Responsibilities 

Baxter Canada’s Local Privacy Officer can be contacted at: 
Baxter Corporation 
7125 Mississauga Road 
Mississauga, Ontario   L5N 0C2 
905 368-6000 / 1 800 387-8399 
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